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1. Introduction
For the DL XRM service stream, the UPF needs to identify the PDU Sets in the QoS Flow and also needs to marks the identified PDU Sets in the N3/N9 interface to the RAN.
The DL XRM service stream can be carried on RTP/SRTP or not in STP/SRTP from N6 interface, in this paper, we proposes independent way to identify the PDU Sets in RTP/SRTP or not. The UPF also needs to identify the different PDU Sets in a PDU burst, the start/end of each PDU Set, the importance/dependency of each PDU set.
The UPF then needs to mark the identified PDU Sets in the GTP-U header (extended GTP-U header) of N3/N9 interface. The UPF need to mark the different PDU Sets, the star/end of each PDU set, the important/dependency of each PDU Set in the GTP-U extension header.
Finally, the UPF also needs to perform the transport level marking, i.e. the DSCP/TOS for the identified PDU Sets.
For the UL XRM service stream, the UE performs the similar PDU Set identification procedure as the UPF. How the UE performs the marking for the identified PDU Set is defined in the RAN.
2. How the UE/UPF detects and identifies the PDU Sets?
2.1 What information are provided to the 5GS to identify the PDU Sets?
If the XRM service stream is carried over RTP/SRTP, the IETF RFC 6184 /RFC 6190 has defined the encapsulation format for the H.264/AVC stream, the IETF RFC 7798 has defined the encapsulation format for the H.265/HEVC stream. The IETF WG draft is in process to define the encapsulation for the H.266/VVC stream.
If the XRM service stream is carried over RTP/SRTP, it is assumed that the XRM AF can provide the XRM service stream information to the PCF (via the NEF), then these stream information are further provided to the UPF by the SMF in the PDR to detect and to the UE by the NAS QoS rules, the UPF and UE use these information to identify the PDU Sets.
Normally the XRM service stream information provided by the XRM AF can be in SDP or MDP format, and XRM AF can change the format to provide the stream information to the PCF via the service based interface.
The XRM service stream information can include the following information (not exhausted) as described in paper S2-2202715:
· IP Packet Filters as defined in 5.7.6.2 of TS 23.501 (including the UDP ports for the RTP/SRTP)
· GBR and or MBR
· RTP Payload type for media type (e.g. H.264/H.265/H.266/VP9/AV1) and clock frequency to measure the timestamp in the RTP header
· SSID : synchronization Source Identifier
· Special Label Information as defined in related RFCs (e.g. RFC 6184/RFC 6190 for H.264, RFC 7798 for H.265), including: 
· Layer ID 
· Temporal ID 
· NRI 
· NAL Type 
· Other ID and Flags, e.g. DID, QID and Discardable Flag
The figure 1 provides the detailed information to identify the first packet of a PDU Set.
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Figure 1: The First Packet of a PDU Set.

2.2 How the UE/UPF detects the start/end and importance of a PDU Set over RTP/SRTP
If the XRM service stream is carried over RTP/SRTP, the UE/UPF can 
1. Use the IP packet filter in the PDR (for UPF) or in the NAS QoS rules to match the XRM service stream.
2. Use the RTP payload type to identify the media type (e.g. H.264/H.265). the RTP payload type can be provided in the PDR by the SMF 
3. Use the RTP/SRTP header to identify the PDU Set type (i.e. the NAL type)
NOTE:  For the Aggregated SRTP packet, the PDU Set type cannot be identified. In such case, we can use the predefined default PDU Set type. 
4. Use the RTP/SRTP header information to identify the PDU importance, e.g. 
a) using the Layer ID + Temporal ID + PDU Set type for the H.265
First, using the Layer ID + Temporal ID to compare the importance for the two PDU Sets. Smaller value of the Layer ID,	 more importance of the PDU Set. If the two PDU Sets have the same Layer ID, smaller value of Temporal ID, more importance of the PDU Set. If the two PDU Sets have the same Layer ID and Temporal ID, using the NAL type of the PDU Set to compare. E.g. IRAP type PDU Set is more important than the TRAIL type PDU Set.
b) using the NRI and PDU Set type for the basic H.264 
First, using the NRI to compare the importance for the two PDU Sets. Smaller value of the NRI, more importance of the PDU Set. If the two PDU Sets have the same NRI, using the NAL type of the PDU Set to compare. E.g. I type PDU Set is more important than P, and P is more important than B type PDU Set.
If multilayer H.264 is used, RFC 6190 will be used by the UE/UPF, and similar mechanism as defined for H.265 is used. Only the Layer ID and Temporal ID are placed by other ID, e.g. the QID, TID, DID as defined in RFC 6190.
5. Use the "Marker" Flag in the RTP/SRTP header, "Start" and "End" Flag in the payload header to identity the start and end of a PDU Set.  The detailed description can reference to the RFC6184/6190/7798.

2.3 How the UE/UPF detect the start/end and importance of a PDU Set without using RTP/SRTP
If the XRM stream is not carried in RTP/SRTP, it is assumed that XRM AF can only provide the IP packet filters to identify the XRM service stream. In such case, it is still possible for the UE/UPF to identify the different PDU Sets. The UE/UPF can 
· Use DSCP/TOS to identify the different PDU Sets if the DSCP/TOS has been marked in the XRM service stream by the XRM AF to identify the different NAL type 
· Use the time span between two successive PDU burst to determine the FPS (Frame per Second) of the XRM media. 
· Use the size information of the PDU with the full MTU size and PDU with less the MTU Size to determine the PDU Sets in a PDU burst and start and end of all the PDU Sets in the PDU burst.
One example is showed in Figure 2, the H.265/HEVC stream has 3 slices and the stream is delivered in the raw IP packet without using the RTP/SRTP encapsulation. Using the number of the packets with size smaller than 1500 (MTU) in a PDU Burst, we can still get the slices number is 3. (Since there are some non-VCL data in the video stream, like the SPS,PPS, the smaller packets of the packet burst may be bigger than 3.  Since some slice packets are small, packets from 1 or 2 slice are aggregated into one packet, so some packet bursts have 1 or 2 smaller packets. If we increase the resolution of the video, almost most of the PDU bursts have 3 smaller packets.) 
· Detect the I/P/B type frame for the H.264 service stream. 
But it is some difficult for the UE/UPF to detect the frame type for the H.265 and H.266 stream (in H.264 there is only one type I frame, but there are 6 types of I frame in H.265 and there are 4 types of I frame in H.266). Since normally in H.264, the I frame is the largest frame in the XRM stream and about 5 times bigger than the P type frame and about 20 times bigger than the B type frame. And normally the more important frame within the B/P frames are the frame in the first received frames after the I frame. 
· Detect the important PDU Sets in a PDU burst. Normally the first arrived PDU Set is decoded first and the decoded picture will be used by the following pictures, so the more first arrived PDU Set, the more important.
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Figure 2:　Number of Packets with Size < MTU (1500) in a H.265/HEVC XRM stream
All in all, if the XRM service stream is totally encrypted or not pre-configured information or no SLA information available, in some cases, the UE/UPF can still intelligently and correctly detect the different PDU Sets and the start and end of a PDU Set and importance of the PDU Set. But in some cases, the UE/UPF can only provide the start and end of the PDU Sets in a PDU burst, but cannot provide the correct importance information for the PDU Set, especially the importance information of the PDU Sets from the different PDU bursts.

3. How the UPF marks the PDU Sets in N3/N9 interface?
3.1	PDU Set and XQFI marking
After the UPF has identified the PDU Sets, the UPF needs to mark the different PDU Sets in the N3/N9 interface to the RAN in order to provide additionl information to help the RAN to different the radio resource admission control and scheduling.
UPF marks PDU Sets with the proposed XQFI as described in paper S2-2202715, the main functions are listed as below. The QFI and XQFI list are provided by the SMF during the QoS Flow establishment or during the QoS Flow modification procedure.
1) All the PDU Sets of a XRM user plane traffic is mapped to the same QoS Flow.
2) The QoS Flow is composed with multiple sub QoS Flows, i.e. the different PDU Set can be mapped to different sub QoS Flow of the QoS Flow.
3) Each Sub QoS Flow is identified with a XQFI which is composed with the QoS Flow ID (QFI) and a sub QoS Flow ID (SQFI), the XQFI (= QFI + SQFI) is unique per UE and the SQFI is unique per QoS Flow.
4) The XQFI is used in the GTP-U header in the N3/N9 GTP-U traffic for the XRM PDU Sets.
5) The UPF maps the DL PDU Sets to a QoS Flow and a Sub QoS Flow of the QoS Flow and includes the XQFI in the encapsulation GTP-U header.
6) UPF performs transport level packet marking in DL on per sub QoS Flow basis. The UPF uses the transport level packet marking value provided by the SMF.
3.2 Start and End of PDU Set in N3/N9
There are two options, anyone of the two options can be supported in R18:
1) No explicit start and end mark in the GTP-Header, the first GTP-U packet with XQFI indicated the start of the PDU Set with XQFI, and last GTP-U packet with XQFI indicated the end of the PDU Set with XQFI.
a) This method needs a timer in the GTP-U receiver (e.g. the RAN) to detect if there is no any following GTP-U packet (e.g. the last PDU Set in a PDU burst), then it concludes the end of the PDU Set with the XQFI.
2) Explicit start and end mark in the GTP-Header, i.e. the first GTP-U packet with XQFI has the "start" marker in the GTP-U header and the last PDU has the "end" marker in the GTP-U header. 
a) This method normally needs a timer in the GTP-U sender (e.g. the UPF) to detect if there is no any following GTP-U packet (e.g. the last PDU Set in a PDU burst), then it marks the "end" in the GTP-U header.
Both methods need the GTP-U packets are delivered in order. 
The SQFI is unique per QoS low and XQFI is unique per UE, e.g. PDU set-1 SQFI= 0010, PDU set-2 SQFI = 0012.
3.3 Importance of PDU Set in N3/N9
There are two options, anyone of the two options can be supported in R18:
1) Importance ID = SQFI, the value of sub QoS Flow ID (i.e. SQFI) indicates the importance of the PDU Set. 
Normally the smaller value, the more importance, the value of zero is the most importance PDU Set.
2) Importance ID in the Sub QoS Flow QoS profile in control plane indicates the importance of the PDU Set. 
Normally, A XQFI identifies a PDU Set, and a Sub QoS Flow QoS profile with the XQFI includes an Importance ID which indicates the importance of the PDU Set.
3.4 Dependency of PDU Set in N3/N9
In the H.264, the P frame depends on I frame, the B frame depends on I frame, P frame and possible other B frames. If there are multiple successive B (e.g. over 3) frames in the GOP, it is very hard to identify the dependency between these B frames.
In the H.265 and H.266, with different type of I frame (6 types of I frame in H.265 and 4 types of I frame in H.266) and different type of B/P frame (10 types of B/P frame in H.265 and 4 types of B/P frame in H.266), it is very hard to identify the dependency of the PDU Sets with the same Layer ID and the same Temporal ID.
Since it is very easy to use the Layer ID, Temporal ID to identify the dependency between different layer and between different temporal, and the Layer ID and temporal ID is also used to identify the importance information of the PDU Set, it is proposed that there is no explicit dependency ID defined, and the importance ID can be used both as importance information and dependency information. 
4. How the UPF performs the transport level marking in N3/N9 interface?
UPF performs transport level packet marking (e.g. DSCP/TOS in the transport Pv4/IPv6 header) in DL on per sub QoS Flow basis. The UPF uses the transport level packet marking value provided by the SM during the QoS Flow establishment or during the QoS Flow modification procedure.

5. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-60.
[bookmark: _Toc517082226]* * * * First change (all new texts)* * * *
[bookmark: _GoBack]6. X	Solution #X –PDU Set Identification and Marking
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc97526926]6. X.1	Key Issue mapping
This solution is for KI #4/5 PDU Set integrated packet handling and Differentiated PDU Set Handling.
[bookmark: _Toc97526927]6. X.2	Description 
For the DL XRM service stream, the UPF needs to identify the PDU Sets in the QoS Flow and also needs to marks the identified PDU Sets in the N3/N9 interface to the RAN.
The DL XRM service stream can be carried on RTP/SRTP or not in STP/SRTP from N6 interface, two ways to identify the PDU Sets in RTP/SRTP or not. The UPF also needs to identify the different PDU Sets in a PDU burst, the start/end of each PDU Set, the importance/dependency of each PDU set.
The UPF then needs to mark the identified PDU Sets in the GTP-U header (extended GTP-U header) of N3/N9 interface. The UPF need to mark the different PDU Sets, the star/end of each PDU set, the important/dependency of each PDU Set in the GTP-U extension header.
Finally, the UPF also needs to perform the transport level marking, i.e. the DSCP/TOS for the identified PDU Sets.
For the UL XRM service stream, the UE performs the similar PDU Set identification procedure as the UPF. How the UE performs the marking for the identified PDU Set is defined in the RAN.
6. X.2.1	How the UE/UPF detects the PDU Sets
6. X.2.1 what information are provided to the 5GS to identify the PDU Sets?
If the XRM service stream is carried over RTP/SRTP, the IETF RFC 6184 /RFC 6190 has defined the encapsulation format for the H.264/AVC stream, the IETF RFC 7798 has defined the encapsulation format for the H.265/HEVC stream. The IETF WG draft is in process to define the encapsulation for the H.266/VVC stream.
If the XRM service stream is carried over RTP/SRTP, it is assumed that the XRM AF can provide the XRM service stream information to the PCF (via the NEF), then these stream information are further provided to the UPF by the SMF in the PDR to detect and to the UE by the NAS QoS rules, the UPF and UE use these information to identify the PDU Sets.
Normally the XRM service stream information provided by the XRM AF can be in SDP or MDP format, and XRM AF can change the format to provide the stream information to the PCF via the service based interface.
The XRM service stream information can include the following information (not exhausted):
· IP Packet Filters as defined in 5.7.6.2 of TS 23.501 (including the UDP ports for the RTP/SRTP)
· GBR and or MBR
· RTP Payload type for media type (e.g. H.264/H.265/H.266/VP9/AV1) and clock frequency to measure the timestamp in the RTP header
· SSID : synchronization Source Identifier
· Special Label Information as defined in related RFCs (e.g. RFC 6184/RFC 6190 for H.264, RFC 7798 for H.265), including: 
· Layer ID 
· Temporal ID 
· NRI 
· NAL Type 
· Other ID and Flags, e.g. DID, QID and Discardable Flag
The figure 6.X.2.1-1 provides the detailed information to identify the first packet of a PDU Set.
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Figure 6.X.2.1-1: The First Packet of a PDU Set.




[bookmark: _Toc97526928]6. X.2.2	 How the UE/UPF detects the start/end and importance of a PDU Set over RTP/SRTP
If the XRM service stream is carried over RTP/SRTP, the UE/UPF can 
1. Use the IP packet filter in the PDR (for UPF) or in the NAS QoS rules to match the XRM service stream.
2. Use the RTP payload type to identify the media type (e.g. H.264/H.265). the RTP payload type can be provided in the PDR by the SMF 
3. Use the RTP/SRTP header to identify the PDU Set type (i.e. the NAL type)
NOTE:  For the Aggregated SRTP packet, the PDU Set type cannot be identified. In such case, the predefined default PDU Set type can be used. 
4. Use the RTP/SRTP header information to identify the PDU importance, e.g. 
a) using the Layer ID + Temporal ID + PDU Set type for the H.265
First, using the Layer ID + Temporal ID to compare the importance for the two PDU Sets. Smaller value of the Layer ID,	 more importance of the PDU Set. If the two PDU Sets have the same Layer ID, smaller value of Temporal ID, more importance of the PDU Set. If the two PDU Sets have the same Layer ID and Temporal ID, using the NAL type of the PDU Set to compare. E.g. IRAP type PDU Set is more important than the TRAIL type PDU Set.
b) using the NRI and PDU Set type for the basic H.264 
First, using the NRI to compare the importance for the two PDU Sets. Smaller value of the NRI, more importance of the PDU Set. If the two PDU Sets have the same NRI, using the NAL type of the PDU Set to compare. E.g. I type PDU Set is more important than P, and P is more important than B type PDU Set.
If multilayer H.264 is used, RFC 6190 will be used by the UPF, and similar mechanism as defined for H.265 is used. Only the Layer ID and Temporal ID are placed by other ID, e.g. the QID, TID, DID as defined in RFC 6190.
5. Use the "Marker" Flag in the RTP/SRTP header, "Start" and "End" Flag in the payload header to identity the start and end of a PDU Set.  The detailed description can reference to the RFC6184/6190/7798.

6. X.2.3	 How the UE/UPF detect the start/end and importance of a PDU Set without using RTP/SRTP
If the XRM stream is not carried in RTP/SRTP, it is assumed that XRM AF can only provide the IP packet filters to identify the XRM service stream. In such case, it is still possible for the UPF to identify the different PDU Sets. The UE/UPF can 
· Use DSCP/TOS to identify the different PDU Sets if the DSCP/TOS has been marked in the XRM service stream by the XRM AF to identify the different NAL type 
· Use the time span between two successive PDU burst to determine the FPS (Frame per Second) of the XRM media. 
· Use the size information of the PDU with the full MTU size and PDU with less the MTU Size to determine the PDU Sets in a PDU burst and start and end of all the PDU Sets in the PDU burst.
One example is showed in Figure 6.X.2.3-1, the H.265/HEVC stream has 3 slices and the stream is delivered in the raw IP packet without using the RTP/SRTP encapsulation. Using the number of the packets with size smaller than 1500 (MTU) in a PDU Burst, the slices number is 3. (Since there are some non-VCL data in the video stream, like the SPS,PPS, the smaller packets of the packet burst may be bigger than 3.  Since some slice packets are small, packets from 1 or 2 slice are aggregated into one packet, so some packet bursts have 1 or 2 smaller packets. If the resolution of the video is increased, almost most of the PDU bursts have 3 smaller packets.) 
· Detect the I/P/B type frame for the H.264 service stream. 
But it is some difficult for the UE/UPF to detect the frame type for the H.265 and H.266 stream (in H.264 there is only one type I frame, but there are 6 types of I frame in H.265 and there are 4 types of I frame in H.266). Since normally in H.264, the I frame is the largest frame in the XRM stream and about 5 times bigger than the P type frame and about 20 times bigger than the B type frame. And normally the more important frame within the B/P frames are the frame in the first received frames after the I frame. 
· Detect the important PDU Sets in a PDU burst. Normally the first arrived PDU Set is decoded first and the decoded picture will be used by the following pictures, so the more first arrived PDU Set, the more important.
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Figure 6.X.2.3-1:　Number of Packets with Size < MTU (1500) in a H.265/HEVC XRM stream
All in all, if the XRM service stream is totally encrypted or not pre-configured information or no SLA information available, in some cases, the UPF can still intelligently and correctly detect the different PDU Sets and the start and end of a PDU Set and importance of the PDU Set. But in some cases, the UE/UPF can only provide the start and end of the PDU Sets in a PDU burst, but cannot provide the correct importance information for the PDU Set, especially the importance information of the PDU Sets from the different PDU bursts.
6. X.2.3	How the UPF marks the PDU Sets in N3/N9 interface?
6. X.2.3.1 PDU Set and XQFI marking
After the UPF has identified the PDU Sets, the UPF needs to mark the different PDU Sets in the N3/N9 interface to the RAN in order to provide additionl information to help the RAN to different the radio resource admission control and scheduling.
UPF marks PDU Sets with the proposed XQFI, the main functions are listed as below. The QFI and XQFI list are provided by the SMF during the QoS Flow establishment or during the QoS Flow modification procedure.
1) All the PDU Sets of a XRM user plane traffic is mapped to the same QoS Flow.
2) The QoS Flow is composed with multiple sub QoS Flows, i.e. the different PDU Set can be mapped to different sub QoS Flow of the QoS Flow.
3) Each Sub QoS Flow is identified with a XQFI which is composed with the QoS Flow ID (QFI) and a sub QoS Flow ID (SQFI), the XQFI (= QFI + SQFI) is unique per UE and the SQFI is unique per QoS Flow.
4) The XQFI is used in the GTP-U header in the N3/N9 GTP-U traffic for the XRM PDU Sets.
5) The UPF maps the DL PDU Sets to a QoS Flow and a Sub QoS Flow of the QoS Flow and includes the XQFI in the encapsulation GTP-U header.
6) UPF performs transport level packet marking in DL on per sub QoS Flow basis. The UPF uses the transport level packet marking value provided by the SMF.
6. X.2.3.2 	Start and End of PDU Set in N3/N9
There are two options, anyone of the two options can be supported in R18:
1) No explicit start and end mark in the GTP-Header, the first GTP-U packet with XQFI indicated the start of the PDU Set with XQFI, and last GTP-U packet with XQFI indicated the end of the PDU Set with XQFI.
a) This method needs a timer in the GTP-U receiver (e.g. the RAN) to detect if there is no any following GTP-U packet (e.g. the last PDU Set in a PDU burst), then it concludes the end of the PDU Set with the XQFI.
2) Explicit start and end mark in the GTP-Header, i.e. the first GTP-U packet with XQFI has the "start" marker in the GTP-U header and the last PDU has the "end" marker in the GTP-U header. 
a) This method normally needs a timer in the GTP-U sender (e.g. the UPF) to detect if there if there is no any following GTP-U packet (e.g. the last PDU Set in a PDU burst), then it marks the "end" in the GTP-U header.
Both methods need the GTP-U packets are delivered in order.
The SQFI is unique per QoS low and XQFI is unique per UE, e.g. PDU set-1 SQFI= 0010, PDU set-2 SQFI = 0012.
6. X.2.3.3 	Importance of PDU Set in N3/N9
There are two options, anyone of the two options can be supported in R18:
1) Importance ID = SQFI, the value of sub QoS Flow ID (i.e. SQFI) indicates the importance of the PDU Set. 
Normally the smaller value, the more importance, the value of zero is the most importance PDU Set.
2) Importance ID in the Sub QoS Flow QoS profile in control plane indicates the importance of the PDU Set. 
Normally, A XQFI identifies a PDU Set, and a Sub QoS Flow QoS profile with the XQFI includes an Importance ID which indicates the importance of the PDU Set.

6. X.2.3.4 	Dependency of PDU Set in N3/N9
In the H.264, the P frame depends on I frame, the B frame depends on I frame, P frame and possible other B frames. If there are multiple successive B (e.g. over 3) frames in the GOP, it is very hard to identify the dependency between these B frames.
In the H.265 and H.266, with different type of I frame (6 types of I frame in H.265 and 4 types of I frame in H.266) and different type of B/P frame (10 types of B/P frame in H.265 and 4 types of B/P frame in H.266), it is very hard to identify the dependency of the PDU Sets with the same Layer ID and the same Temporal ID.
Since it is very easy to use the Layer ID, Temporal ID to identify the dependency between different layer and between different temporal, and the Layer ID and temporal ID is also used to identify the importance information of the PDU Set, it is proposed that there is no explicit dependency ID defined, and the importance ID can be used both as importance information and dependency information. 
6. X.3	Procedures

[bookmark: _Toc97526929]6. X.4	Impacts on services, entities and interfaces
UPF:
· Detects and marks the PDU Sets 
UE:
· Detects and marks the PDU Sets 

* * * * End of Changes * * * *
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